
3GPP TSG-SA WG2 Meeting #163
S2-2406040
Jeju, Korea, May 27 – 31, 2024
Source:
CATT

Title:
Conclusions for KI#1
Document for:
Approval
Agenda Item:
19.8
Work Item / Release:
FS_UIA_ARC / Rel-19

Abstract of the contribution: The contribution proposes conclusions for KI#1 "Identifying the Human User of a Subscription".
1. Introduction
Updates to the interim conclusions of KI#1 "Identifying the Human User of a Subscription" are proposed in this contribution based on the NWM discussion output. 
Also based on the discussion in S2-2406039, it is proposed to use NAS-MM messages for User Identifier activation, if NAS message is to be used. Which NAS-MM messages (e.g. Registration update messages or new NAS-MM messages) to use can be further discussed and determined during normative phase.

2. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-32.
* * * Start of Change * * * *

8.1
Key Issue #1: Identifying the Human User of a Subscription

The following are the concluded principles for KI#1:

-
The User Identifier format is NAI.
-
The User Identifier can be assigned by the operator or by a third party.
NOTE:
How the User Identifier is assigned is out of scope of 3GPP.
-
The User Identifier is unique within PLMN and can be linked/unlinked with a 5GS subscription identified by a SUPI.
-
The User Identity Profile contains:

-
one User Identifier;

-
a list of linked subscriptions;
-
DNN/S-NSSAI;

-
QoS Information, which can include QoS Flow level QoS parameters (e.g. 5QI and ARP).
-
The User Identifier Profile is stored in the UDR.



-
The User Identity Profile can be managed (including creating, modifying and deleting) by the AF (via the NEF).
-
The AF can request that a User Identifier be linked/unlinked with a subscription via the NEF.
-
The User Identifier can be activated/deactivated via NAS-MM messages.
Editor'note:
Which NAS-MM messages (e.g. Registration update messages or new NAS-MM messages) to be used for User Identifier activation/deactivation will be determined during normative phase.
-
The PCF can update PCC policies (e.g. PCC rules, SM policy) for an active user (i.e. the associated User Identifier is activated) based on the information in the User Identity Profile.
-
The AF can request PCC policy update for an active user by invoking e.g. Npcf_PolicyAuthorization service.
* * * End of Change * * * *
